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CYBER RYGIENE
MODEL UNITED NATIONS(MUN) 2025

ORGANISED BY
CERT-IN and Information Security Education and Awareness (ISEA),
Ministry of Electronics and Information Technology ( MeitY),
Govt. Of India (GOI) and Air Force School, Jalahalli

DATE : 10™ & 11 OCTOBER, 2025
VENUE: AIR FORCE SCHOOL JALAHALLI, BENGALURU

Registration Fee Rs 1000/ per delegation (Includes 2 delegates and 1 teacher coordinator)

CENTRE FOR DEVELOPMENT OF ADVANCED COMPUTING
CDn'c wetsgtent st g dmifeeet s o dafen stem, smor S

14 A Sclinitic: Society of ihe Medsiry of Elecironics i ) Techraiogy, G of India
] Scan to register as Plot No: 637, Hardware Park Sy. No.1/1, Srisailam Highway Raviryal (V & GP), Via Ragaanna guda,
gl participant Maheshwaram (M), Ranga Reddy District, Hyderabad - 501510.
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Cyber Hygiene
Model United
Nations (MUN)

2025

Securing India's Digital Future

In today's rapidly evolving digital landscape, cybersecurity has become a global priority. While digital

technologies offer unprecedented opportunities, they also bring growing challenges such as phishing,
misinformation, cyberbullying and ransomware., Addressing these issues requires collective effort and
proactive education.

Model United Nations (MUN) is an educational simulation where students engage in structured, UN-style
debates, representing countries and negotiating solutions to global challenges. It enhances essential skills
such as diplomacy, research, negotiation, and public speaking, while fostering a deep understanding of
international relations.

CERT-IN and Information Security Education and Awareness (ISEA),

I organised by :
Ministry of Electronics and Information Technology (MeitY), Govt. of India (GOI)




The impact of MUN

The impact of MUN extends far beyond the
conference room. By promoting global
awareness, leadership, and civic engagement,
MUN has inspired countless students to
pursue careers in law, governance,
international affairs, and social impact.
|

Cyber Hygiene Model United Nations (MUN)
2025 is more than an event—it's a movement
to empower students as informed and
responsible digital citizens. Through interactive
sessions, cyber-awareness activities, and
innovative platforms modeled on traditional
MUNSs. Building on this initiative, Cyber Hygiene
Model United Nations (MUN) 2025 aims to
offer students a unique opportunity to explore
and deliberate on pressing issues in
cybersecurity and responsible digital
citizenship.

This event will be jointly organised by the
CERT-IN and Information Security Education
and Awareness (ISEA), Ministry of Electronics
and Information Technology (MeitY), Govt. of
India (Gol).

Objectives

The Cyber Hygiene Model United Nations

(MUN) 2025 dims to:

- Promote Cyber Literacy and threat
awareness

- Foster Responsible Digital Citizenship
among youth

- Engage students in global cyber policy
discourse

- Amplify awareness via peer-led outreach

- Address citizen-centric cybersecurity needs

- Explore emerging technologies ethically

- Cultivate student leadership in the digital
domain
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Motivation Behind
Cyber Hygiene
Model United
Nations (MUN) 2025

The idea of Cyber Hygiene Model United
Nations (MUN) 2025 was born from the
recognition that young minds are powerful
change agents. Traditional lectures or
awdreness campaigns often fail to deeply
engage students. To make cybersecurity
education interactive, empowering, and
student-led, we envisioned a platform where
students not only learn but also lead the
discourse on cyber safety.

By adopting the Model United Nations (MUN)
format, the program introduces cybersecurity
through global dialogue, diplomacy, and policy
simulation, making it both engaging and
thought-provoking.

Why Cyber Hygiene Model United
Nations (MUN) 2025?

Cyber Hygiene MUN 2025 serves as a bridge
between cybersecurity and civic engagement,
enabling students to:
« Think critically about digital issues in a
global context.
Understand and debate cyber policies like
data privacy, Al ethics, and online child
protection.
Develop 21st-century skills—public speaking,
leadership, problem-solving, and
negotiation.
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Each team will consist of:

2 Student Delegates
(Grades 8-10)

1Teacher or Mentor

How the Programme
Will Be Conducted

The event will be conducted in two progressive
levels:

State Level -
Participating schools compete
within their respective states.

National Level -
Top teams convene for a grand
finale to represent their state.

Key Aspects of Cyber Hygiene
Model United Nations (MUN) 2025

National-level school engagement through
Model United Nations (MUN) format
Real-world policy simulation

Delegate mentoring and capacity-building
Structured evaluation through skilled jury
members

Awareness through student-led outreach
initiatives

Debates will be conducted
primarily in English, with the
provision for summaries in
Hindi or regional languages

where appropriate.

£ £ The event is planned to
span two (2) days,
subject to the number of
participants and
availability of resources.

state(s)/UT(s)

List of States/UTs

Location(s)

New Delhi/NCR
Telangana
Gujrat
Maharashtra
Bihar

West Bengal

Karnataka

Tamil Nadu

New Delhi
Hyderabad
Ahmedabad

Mumbai
Patna
Kolkata
Bangalore

Chennai
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Participants will be given:

The list of Tier 1 countries as per the International Telecommunication Union (ITu) Global
Cybersecurity Index 2024

Australia Ghana Morocco Singapore
Bahrain Greece Netherlands (Kingdom of the) Slovenia
Bangladesh Iceland Spain Belgium
India Norway Sweden Brazil
Indonesia Oman Tanzania Cyprus
Italy Pakistan Thailand Denmark
Japan Portugal TUrkiye Egypt
Jordan Qatar United Arab Emirates Estonia
Kenya Korea (Republic of) United Kingdom Finland
Luxembourg | Rwanda United States France
Malaysia Saudi Arabia Viet Nam Germany
Mauritius Serbia - -

« Cybersecurity themes

« Country briefing template

- Debate Flow and Selection Criteria

« Cyber Hygiene MUN 2025 - 2-Day Event Schedule

Sessions include Expected Outcomes & Impact

Opening statements Through Cyber Hygiene Model United Nations (MUN) 2025, we
Structured expect to:

moderated/unmoderated debates « Educate over 1,000+ students and teachers directly across

Draft resolutions all levels.

Press briefings and closing remarks Empower youth with digital safety skills and critical thinking.
Create a ripple effect through peer-led campaigns and
community initiatives.

Build a network of Cyber Hygiene Ambassadors at the
school level.

‘ ‘ This initiative aims to plant the seed of cybersecurity awareness
at an early age, multiplying its impact as these students
become informed digital citizens, leaders, and innovators.
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Long-Term Vision

Cyber Hygiene Model United Nations (MUN) is
not a one-time event—it's a sustainable
educational model. With the support of
schools, educators, and policymakers, it can
evolve into an annual national platform that
continuously adapts to emerging digital
challenges, while fostering a culture of safe
and ethical internet use.

Conclusion

Cyber Hygiene Model United Nations (MUN)
2025 is a transformative, student-powered
initiative that uses the power of dialogue and
diplomacy to shape the future of
cybersecurity. It is a model that blends
awareness, advocacy, and action—equipping
students not just with knowledge, but with the
vision and voice to lead the change.

We invite the jury and partners to support this
initiative and join hands in creating a cyber-
aware generation—safe, smart, and
responsible.

Contact

AFS Jalahalli Co-ordinators:
Mrs Preethy - 9622443388
Mrs Asha - 9448804850

Registration closes by 20th September 2025

Scan to
Register as

Register as

1
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{ roricipont

Scan to join the
WhatsApp Group

isea@cdac.in \ +91-73820 06236

Scan to visit

https:/[www.staysafeonline.in/mun
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CENTRE FOR DEVELOPMENT OF ADVANCED COMPUTING

A Scientific Society of the Ministry of Electronics and Information Technology, Government of India
Plot No: 6&7, Hardware Park Sy. No.1/1, Srisailam Highway Raviryal (V & GP), Via Ragaanna guda,
Maheshwaram (M), Ranga Reddy District, Hyderabad — 501510.




